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1
Decision/action requested

Addition of security assumptions for 3GPP TR 33.857.
2
References

[1]
3GPP TR 33.857 v0.1.0: "Study on enhanced security support for Non-Public Networks"
3
Rationale

This contribution proposes security assumptions for 3GPP TR 33.857 [1]. 
The UE onboarding and remote provisioning to be addressed in 3GPP TR 33.857 does not apply to all scenarios where the USIM is required for 5G AKA or EAP-AKA’, whatever the type of subscription identifier (IMSI or NSI or GLI or GLC).

A NOTE is added to explicit the meaning of "non-USIM credentials". The rationale for the content of the NOTE is detailed in S3-202654 contribution proposing the scope for 3GPP TR 33.857[1]. 

4
Detailed proposal

It is proposed that SA3 review and approve the following pseudo-CR to 3GPP TR 33.857 [1].

   *** START of CHANGE ***

4
Architectural and security assumptions

Editor's note:
This clause includes the architectural and security assumptions applicable for the study.
4.1
Architectural requirements

-
Solutions are built on the 5G System security architectural principles as in TS 33.501 [2] and conclusions drawn in TR 23.700-07 [3], including flexibility and modularity for newly introduced functionalities.
4.x
Security Assumptions
· The SNPN credentials to be provisioned are assumed to be non-USIM credentials that are used in key generating EAP method.
NOTE X: The term non-USIM credentials denotes credentials that are not required to be stored in the USIM for 5G AKA and EAP-AKA’. 

  *** END of CHANGE ***
